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With the growing interest in the Internet of Things, unlicensed fre-

quency bands are becoming congested by an increasing number of wireless

devices governed by di↵erent standards. As a result, the communication per-

formance between transmitters and their intended receivers deteriorates. This

report targets the evaluation of coexistence for selected Wireless Personal Area

Network standards using simulation and experimental approaches.
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Chapter 1

Introduction

With the growing interest in the Internet of Things, frequency bands are

becoming congested by an increasing number of wireless devices governed by

di↵erent standards. According to Cisco’s forecast in Fig. 1.1, there will be over

11.6 billion connected devices in 2020 operating under di↵erent standards for

purposes of cellular, Wi-Fi and other connectivity. As a result, communication

performance between transmitters and their intended receivers is deteriorated

and the data throughput and reliability are decreased. In fact, operation of

multiple standards in the same frequency band leads to an increase in packet

loss rates. In Wi-Fi, for example, packet rate loss is about 90% for file transfer

and 30% for video streaming [3] in the presence of other wireless technologies

compared to 3 -10% in Bluetooth [4] under interference. In order to ensure

reliable communication between di↵erent technologies to meet the higher de-

mand in data throughput rates, it is important to the development as well as

to the operation to account for interference. This is done through simulation

and more importantly through measuring the performance of radios on the

physical layer level in the practical world in the presence of other interfering

standards.
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Figure 1.1: Cisco’s Forecast of Connected Devices Evolution [2]

Interference is more severe in some frequency bands than others de-

pending on licensing. Licensed bands are regulated bands where transmission

is only allowed for specific users who pay a licensing fee to use an assigned

channel within a frequency band. This ensures that the bands will not be

subject to interference from other transmissions. Unlicensed bands lack this

regulation. Transmission within unlicensed bands is allowed as long as the

transmission initiated is based on the rules of transmission specific to the

band. This is prevalent in the ISM bands (Industrial, Scientific and Medical)

which consist of the bands centered at 915 MHz, 2.45 GHz and 5.8 GHz. The

900 MHz band has a very narrow bandwidth and is limited to applications

such as home sensors, RFID readers and others. The 2.4 GHz is a congested
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band given the operation of Wi-Fi, Bluetooth, microwaves and others. In

fact, the 2.4GHz ISM band consists of 13 overlapping channels spread equally

over the frequencies with only three non-overlapping channels [5]. The 5 GHz,

however, is less congested and gives 23 non-overlapping channels.

In this study, the focus is on the congested 2.4 GHz band and in par-

ticular the standards studied are the following:

• IEEE 802.15.4g which governs low-data rate and low-energy communi-

cation and enables large-scale applications such as the smart grid.

• IEEE 802.11 standards (or Wi-Fi) which govern wireless local area net-

working. Wi-Fi standards are important in examining interference with

other standards given WiFi’s dense prevalence in devices such as laptops,

phones, etc. at a high transmission power using large packet sizes and

high tra�c [6].

• Bluetooth Low Energy version 4.0 under IEEE 802.15.1 or Bluetooth

Smart in 2.4GHz band which governs low-power applications in the wire-

less personal area network of wearable devices, smart homes, healthcare,

etc.

Given these standards, interference can exist in two forms: homoge-

neous interference or heterogenous interference. Homogeneous interference

relates to the case where interference occurs within the same standard. For
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example, within IEEE 802.15.4g, there are three di↵erent physical layer speci-

fications which could interfere with each other. Heterogenous interference, on

the other hand, relates to the case where di↵erent standards occupy the same

band and therefore interfere with each other. This is the case with overlapping

channels pertaining to IEEE 802.11b/g, 802.11n, 802.15.4 and others.

This report addresses this well-recognized challenge of having di↵erent

standards operating in a heterogeneous and homogeneous setting using the

following:

• Simulation - IEEE 802.15.4g and IEEE 802.11 coexistence: Evaluating

in simulation coexistence limits of di↵erent standards in a heterogeneous

network.

• Setup - Bluetooth Low Energy version 4.0 under IEEE 802.15.1: Eval-

uating in a practical setting Bluetooth Low Energy (BLE) co-channel

interference or homogeneous interference using an experimental setup

built upon a multi-purpose, low-power radio which supports BLE.

Relating to the simulation portion of this report, previous work in this

area included analytical analysis of coexistence of IEEE 802.15.4 with other

systems in 2.4 GHz band such as IEEE 802.11 and Bluetooth in [7] or of IEEE

802.15.4 and IEEE 802.11b/g in [8]. This area is rich in studies as this topic is

an evolving one adapting to the latest communication requirements and to the

emergence of new standards and mechanisms to enable communication. The
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study in this report adds to the analysis the emerging IEEE 802.11ah standard

which uses unlicensed bands to provide extended range Wi-Fi networks.

Relating to the testbed approach of this report, previous work such as

[6], [9] and [10] includes analytic solutions and simulations to examine Blue-

tooth performance and throughput under co-channel interference. Other re-

ports such as [11] use a radio to build a setup and run analysis of coexistence

of BLE and Wi-Fi within 2.4GHz band. The approach in this report di↵ers in

the sense that the performance of BLE is optimized before the production of

the chip. In other words, the work was done on the transceiver driver to opti-

mize it for better BLE performance. This challenge has been an evolving one

changing with the emergence of new radios and new performance requirements

for di↵erent applications.

The rest of the report is organized as follows. Chapter 2 gives an

overview of the standards that will be studied in this report along with the

coexistence mechanisms that they have. Chapter 3 covers the first approach

for evaluating standards coexistence using simulation and Chapter 4 addresses

the second approach which relates to building testbeds. Chapter 5 highlights

the results obtained from simulation and testbed experiments and Chapter 6

concludes this report.
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Chapter 2

Standards Overview

In order to analyze the performance of standards under di↵erent co-

existence scenarios, this chapter starts by examining the standards that this

reports focuses on mainly BLE, IEEE 802.11 family and IEEE 802.15.4g. An

overview of each standard is given along with physical layer specifications and

co-existence mechanisms associated with the standards in a homogeneous and

heterogeneous arrangement.

2.1 Bluetooth Low Energy (BLE)

2.1.1 Overview

BLE, a.k.a Bluetooth Smart, is a low-power wireless standard featured

in Bluetooth version 4.0 specification. BLE, derived from classic Bluetooth,

operates in the 2.4 GHz ISM band at 1 Mbps data rate. Similar to classic

Bluetooth, BLE is based on frequency hopping (FHSS) which is a transmission

method that consists of switching a carrier frequency among other frequency

channels using a pseudorandom sequence known to the transmitter and re-

ceiver. BLE in fact hops among 40 Radio Frequency (RF) channels having a

channel spacing of 2 MHz and classic Bluetooth hops among 79 RF channels
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having a channel spacing of 1 MHz.

Unlike classic Bluetooth, BLE is targeted for short-range, low-latency

control and monitoring applications with coverage of tens of meters [12]. The

reason behind being a low-power standard is that BLE slaves (which are BLE

devices that accept incoming connection requests) initiate connections and

therefore control their power consumption unlike a classic Bluetooth, where

all slaves listen for incoming connections from masters (which are BLE devices

that advertise connection requests to slaves) and therefore need to be on con-

stant standby [12]. Table 2.1 summarizes all the di↵erences between classic

Bluetooth and BLE.

The physical layer specification of BLE requires Gaussian Frequency

Shift Keying (GFSK) modulation with a modulation index falling in the range

[0.45, 0.55]. GFSK uses a Gaussian filter to filter the signal before sending

it to the modulator in order to make it smoother and specifies a modulation

index given in Eq. 2.1

h =
�f

R
b

(2.1)

where �f is the peak-to-peak frequency deviation and R
b

is the bit rate.

The BLE receiver sensitivity is set to achieve a Bit Error Rate (BER)

of 10�3 and is required to be better than or equal to -70 dBm.
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Table 2.1: Bluetooth vs. BLE

Specification Bluetooth BLE
Speed (Mbps) 0.7 1
Range (m) less than 30 50

RF Frequency
band (GHz)

2.400 - 2.4835 2.400 -
2.4835

Channel
Bandwidth (MHz)

1 2

Frequency
Channels

79 channels 40 channels

Modulation GFSK (modulation
index 0.35) , ⇡/4
DQPSK, 8DPSK

GFSK
(modulation
index 0.5)

Latency in data
transfer between

two devices

Approx. 100 ms Approx. 3
ms

Spreading FHSS FHSS

2.1.2 Solutions for Coexistence

In order to alleviate interference caused by neighboring channels, BLE

has some mechanisms implemented in frequency and time domains.

2.1.2.1 Channel Selection or Frequency Isolation

In order to alleviate heterogeneous coexistence with other standards,

BLE employs Adaptive Frequency Hopping (AFH) mechanism which allows

Bluetooth devices to select one of the available data channels for communica-

tion during a given time interval. It does so by marking channels as good, bad,

or unknown [13]. To check for interference, BLE master periodically listens
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to bad channels. Bad channels in the frequency hopping pattern are replaced

with good channels via a look-up table. In the absence of interference, the

channel is marked as good and is removed from the look-up table.

2.1.2.2 Transmission Period Selection or Time Isolation

BLE implements Time Division Multiplexing (TDM) which is a coex-

istence method used to ensure to simultaneous operation of BLE with other

coexisting standards such as Wi-Fi. TDM coordinates transmissions by divid-

ing the time domain into several recurrent time slots of fixed length, one for

each sub-channel.

2.2 IEEE 802.15.4g Smart Utility Network

2.2.1 Overview

IEEE 802.15.4g is an extension of IEEE 802.15.4 for Smart Utility Net-

works. It serves large-scale, low-power applications such as smart grid com-

munications between home smart meters and utility data concentrators. IEEE

802.15.4g is made of a centralized coordinator that manages communication

among devices [14] and consists of three physical layer designs that coexist:

• Multi-rate Frequency Shift Keying: This physical later provides

good transmit power e�ciency and uses Frequency Shift Keying (FSK).

It uses convolutional coding as the Forward Error Correction (FEC) and

supports data rates that range from 10 kbps to 400 kbps.
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• Multi-rate Orthogonal Frequency Division Multiplexing: This

physical layer provides higher data rates in channels with frequency se-

lective fading. It uses Fast Fourier Transform (FFT) sizes of 128, 64, 32

and 16, with Binary Phase Shift Keying (BPSK), Quadrature Phase Shift

Keying (QPSK) and 16-Quadrature Amplitude Modulation (16-QAM).

It supports data rates that range from 50 kbps to 800 kbps.

• Multi-rate O↵set-Quadrature Phase Shift Keying: This physical

layer provides a more cost-e↵ective and easier to design system. It uses

raised cosine shaped O-QPSK and supports data rates that range from

12.5 kbps up to 500 kbps.

For all the above physical layer designs, IEEE 802.15.4 divides the 2.4

GHz ISM band into 16 non-overlapping channels, which are 5 MHz apart with

a coverage range up to 100 m.

2.2.2 Solutions for Coexistence

In order to alleviate the interference of coexistence within IEEE 802.15.4g

physical layers and IEEE 802.15.4g with other standards, mechanisms for

spread spectrum, channel access, and physical layer management are imple-

mented.

2.2.2.1 Multi-PHY Management (MPM)

To manage the homogenous interference within the three PHY lay-

ers of IEEE 802.15.4g, a mechanism, MPM, is defined [14]. Within MPM,

10



the coordinators scan for an interference signal. If detected, the coordinators

know there is another transmission on the channel and therefore try to use an

unoccupied channel.

Since the three di↵erent physical layer designs don’t recognize each

other’s signals, MPM is used to ensure a common signal design called the

Common Signaling Mode (CSM). MPM consists of the following [15]:

• A common signaling, CSM, is used to enable communication among

di↵erent physical layer designs.

• A MAC frame, Enhanced Beacon (EB), is used to enable coexistence.

• Other MAC procedures are used for discovery and synchronization among

di↵erent networks.

Given the above, a network coordinator, which operates a network,

informs potential networks of an existing network using the channel through

periodically sending EB frames.

2.2.2.2 Spread Spectrum

To transmit over more bandwidth using more frequencies and less power

per frequency, Direct Sequence Spread Spectrum (DSSS) is used. DSS uses

a chip sequence, which is a pseudorandom sequence sent at a high rate, to

modulate the carrier signal.
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2.2.2.3 Channel Access

To manage accessing multiple channels, IEEE 802.15.4g uses Carrier

Sense Multiple Access/ Collision Avoidance (CSMA/CA) which does not re-

quire synchronization between devices and employs a simple listen before talk-

ing strategy. Before transmitting, devices carry out Clear Channel Assessment

(CCA) to check if the channel is being used. CCA can be of the form of de-

tecting if energy is above a certain threshold or the presence of a signal such

as CSM [14].

2.3 IEEE 802.11 Family

2.3.1 Overview

IEEE 802.11 governs communication between a wireless client and

an access point, or between two or more wireless clients. IEEE 802.11 was

amended over the years as summarized in Table 2.2.

IEEE 802.11b which operates in 2.4 GHz band and IEEE 802.11a, which

operates in the 5 GHz band, were the first two standards in the IEEE 802.11

family. IEEE 802.11b uses BPSK and QPSK modulation and covers a range

of 100 m [16]. IEEE 802.11a and later IEEE 802.11g use orthogonal frequency

division multiplexing (OFDM) in 5 GHz and 2.4 GHz ISM bands, respectively,

to achieve speeds of up to 54 Mbps. IEEE 802.11n emerged and quadrupled

the throughput compared to IEEE 802.11a/g networks. It supports up to 4

antennas which allows for better spectral e�ciency and increased reliability.

After IEEE 802.11n, IEEE 802.11ac and IEEE 802.11ad were developed to

12



Table 2.2: IEEE 802.11 Family [1]

Standard Description
IEEE 802.11 WLAN; up to 2 Mb/s; 2.4 GHz
IEEE 802.11a

(Wi-Fi5)
WLAN; up to 54 Mb/s; 5 GHz

IEEE 802.11b
(Wi-Fi)

WLAN; up to 11 Mb/s; 5 GHz

IEEE 802.11g WLAN; up to 54 Mb/s; 2.4 GHz
IEEE 802.11e New distribution functions for QoS
IEEE 802.11ah cost-e↵ective and large scale wireless

networks
IEEE 802.11f Inter-AP Protocol
IEEE 802.11h Use of the 5 GHz band in Europe

support high definition streaming video, voice over IP calls, web page delivery,

and fast data transfers.

IEEE 802.11ah, is another standard that is intended for cost-e↵ective

and large scale wireless networks with a range of 100 -1000 m. IEEE 802.11ah

has a star topology and channel bandwidth taking one of the following val-

ues: 1, 2, 4, 8 or 16 MHz. The modulation used is BPSK, QPSK, or 16 to

256 QAM [17]. IEEE 802.11ah physical layer has two modes [18]: when the

channel bandwidth is greater than or equal to 2 MHz and when the channel

bandwidth is 1 MHz.

13



2.3.2 Solutions for Coexistence

Standards within the Wi-Fi family have inherent coexistence mecha-

nisms that are essential for coordinating the transmission and communication

within the 2.4 GHz band shared with other IEEE standards. These mecha-

nisms are mainly dynamic channel selection and adaptive packet fragmenta-

tion.

2.3.2.1 Dynamic Channel Selection

Wi-Fi employs a collision avoidance algorithm that listens for a quiet

channel before transmitting. To determine the channel to use for transmission

there are several methods [16]:

• Using Packet Error Rate (PER) measurements in order to choose the

channels with lower PER.

• Received Signal Strength (RSS) measurements in order to choose the

channels with the least interferer RSS.

• Signal to Noise (SNR) measurements in order to choose the channels

with the highest SNR.

2.3.2.2 Adaptive Packet Fragmentation

Another mechanism to combat interference involving Wi-Fi is to frag-

ment packets into smaller ones. Although this increases the overhead and

decreases the throughput, this technique increases throughput in the scenario
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of interference [19] because a decrease in the packet length decreases the proba-

bility of interference. Fragmentation consists of monitoring PER and overhead

associated with each packet to adjust fragmentation accordingly [16].

2.4 Summary

To summarize, Table 2.3 reveals the relevant properties of the standards

discussed in this chapter.

Table 2.3: Standards Summary

IEEE Frequency Channel Range Speed Modulation
Standards Channels Bandwidth (m) (Mbps)

(MHz)

Bluetooth - LE 40 2 50 1 GFSK
FSK, QPSK,

802.15.4g 16 500 100 0.5 BPSK,
16 - QAM

80, 40, 1, 2, BPSK, QPSK,
802.11ah 20, 10, 4, 8, 100 -1000 0.15 or

or 5 or 16 16 to 256 QAM

15



Chapter 3

Heterogeneous Interference Simulation

Given the standards overview illustrated in Chapter 2, this chapter

sets the stage for the first part of this report which is the simulation. Di↵erent

coexistence scenarios between di↵erent standards given in Chapter 2 are sim-

ulated to analyze the communication performance. This chapter explains the

simulation setting used in terms of interference scenario, physical separation

between transceivers, models of path loss and interference and finally error

analysis which is based on studies in [14], [20], and [21].

3.1 Interference Scenario

The interference scenario consists of the the receiver and transmitter of

the victim or intended communication as well as the transmitter of the inter-

ferer. As shown in Fig. 3.1, the receiver of the victim is at a distance d
D

from

the transmitter of the victim and at a distance d
U

from the transmitter of the

interferer [14], [20], [21]. The transmitter and receiver of the victim are re-

ferred to as TX
v

(with transmit power P
Tv

and transmit gain G
Tv

) and RX
v

respectively while the interfering transmitter and receiver are referred to as

TX
i

(with transmit power P
T i

and transmit gain G
T i

) and RX
i

respectively.
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Figure 3.1: Interference Scenario

3.2 Avoidance based on Physical Separation

Given the model in Fig 3.1, this section analyzes the receiver victim-

interferer transmitter physical separation (d
U

), path loss (PL) models along

the connection link and interference models. These main models follow.

3.2.1 Path Loss Models

The path loss model along the connection link between the victim re-

ceiver and the interferer transmitter follows the Hata outdoor large-zone typ-
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ical urban model [20]. This model is given by the following empirical formula

based only on measurements for carrier frequencies greater than 300 MHz and

adopted in [14] and [20]:

PLdB(d
D

) = 69.55 + 26.16 log(f
c

)

+ (44.9� 6.55 log(h
TXv

)) log(d
D

)

� 13.82 log(h
RXv

� g(h
RXv

))

Here, f
c

is the carrier frequency, h
TXv

and h
RXv

are the heights of the trans-

mitter and receiver, respectively, d
D

is the communication range, and g(h
RXv

)

is the height correction factor defined as follows:

g(h
RXv

) = 3.2 (log(11.75 · h
RXv

))2 � 4.97 (3.1)

3.2.2 Interference Model

Based on Fig. 3.1, the victim receiver receives a signal generated by

victim transmitter located at a distance d
D

from it in addition to a signal gen-

erated by an interfering transmitter located at a distance d
U

from it [14]. To

evaluate the communication performance of the intended communication be-

tween the receiver and transmitter of the victim, the desired-to-undesired ratio

(DUR) is used. DUR is the ratio between the desired power from the victim

transmitter P
(Tv,Rv)

and the undesired power from the interfering transmitter

P
(T i,Rv)

. DUR will be used as the signal-to-interference ratio of the victim sys-

tem to evaluate its performance in the presence of an interferer that introduces

an undesired signal. DUR is defined as follows.
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DURdB = P
Tv,Rv

� P
T i,Rv

(3.2)

where

P
Tv,Rv

(d
D

) = P
Tv

+G
Tv

+G
Rv

� PL(d
D

) (3.3)

and

P
T i,Rv

(d
U

) = P
T i

+G
Tv

+G
Rv

� PL(d
U

) (3.4)

3.2.3 Error Analysis

In order to complete the analysis, the signal to noise ratio at the victim

receiver, SNR, and the Frame Error Rate, FER, are calculated as follows.

SNRdB(d
D

) = 10 log

✓
P
signal

P
noise

◆
= P

Tv

+G
Tv

+G
Rv

� S
rec

� PL(d
D

) (3.5)

where S
rec

is the receiver sensitivity.

FER is obtained as shown in Fig. 3.2 using:

FER = 1� (1� BER)Lf (3.6)

where L
f

is the frame length. To evaluate the performance in Chapter 5, we

set an FER to our target FER (1%) and we find the desired separation re-

quired to achieve it.
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Figure 3.2: BER and DUR calculation
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Chapter 4

Homogeneous Interference Measurement

The previous chapter explains the first approach used in this report

to evaluate performance of standards under coexistence. The approach was

through simulation and was explained in terms of coexistence scenario, path

loss, and interference models in addition to performance metrics. In this chap-

ter, the second approach used in this report for performance evaluation is

explained. This approach is through testbeds built to run experiments using

over-the-air signals.

4.1 Setup

To evaluate the practical e↵ect of interference, signals over the air mixed

with interfering signals are used to evaluate their reception at the intended

receiver. As such, I worked on an experiment using a BLE transceiver to

evaluate co-channel interference within BLE under di↵erent settings.

The setup consists of two parts:

• Selectivity setup: It consists of sending to the transceiver a desired BLE

signal along with an interference BLE signal which varies in transmission
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power. This aims to check how selective the transceiver is in detecting

the desired signal in presence of interference.

• Sensitivity setup: It consists of sending to the transceiver the desired

signal only which varies in transmission power. This aim is to check the

power at which the receiver is sensitive and below which it doesn’t meet

the required performance of reception.

To build the setups, I used the hardware components and software tools

that are listed in Tables 4.1 and 4.2 respectively.

Table 4.1: Hardware Testbed Tools

Hardware
Tool

Description

R&S
SMBV100A

Vector Signal Generator programmed to
generate interference RF signal

Agilent
MXG

Vector Signal Generator programmed to
generate desired RF signal

BLE
Transceiver

Transceiver

HP DC
Power
Supply

used to power the transceiver

Jlink used to interface the board with the laptop
Laptop used to run the transceiver code and

gathering statistics
Signal Mixer used to mix the interference with the

desired RF signal
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Table 4.2: Software Testbed Tools

Software
Tool

Description

IAR
Workbench

Workbench used to run and debug the
transceiver code

Microsoft
Excel

Worksheet used to dump the data and
evaluate them

MATLAB Scripting used to manipulate data and
generate plots

4.1.1 Selectivity Setup

The selectivity setup consists of all the components listed in Table 4.1

which are connected as shown in Fig. 4.1. Both the MXG and SMBV are

programmed to generate the respective signals and the process of reaching the

stage of a fully functioning setup required a lot of debugging on the hardware

and software side.

On the board, there are two pins that are critical to the functioning

of the setup. These pins function as triggers: one pin triggers the MXG to

transmit 2500 packets of BLE to the board and another pin triggers the SMBV

to step to another power level of the interference signal and transmit it. The

desired RF signal has a length of 367ms generated 2500 times at -67 dBm every

time the MXG is triggered. The interference signal is generated by SMBV at

a power level sweeping from -100 dBm to 10 dBm with 2 dBm steps. Every

time the SMBV is triggered the power level changes by one step.

The interference signal and the desired signal are combined and sent to
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Figure 4.1: Selectivity Setup

the transceiver. At this point, running the code in IAR Embedded Workbench,

statistics are collected such as the number of good, number of bad and number

of missing packets out of the 2500 packets at each interference signal power

level.

4.1.2 Sensitivity Setup

The sensitivity setup is similar to the selectivity setup except that in

this case the interference signal is removed and only the desired RF signal is
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Figure 4.2: Sensitivity Setup

sent to the transceiver as shown in Fig.4.2. In this case, there are two pins

on the board used as triggers: one triggers the MXG to generate 2500 BLE

packets and the other triggers the MXG to step into another power level of

transmission which range from -100 dBm to 10 dBm in 2 dBm steps.

Similarly, IAR Embedded Workbench is used to capture the number of

good, number of bad and number of missing packets out of the 2500 packets

at signal power level.
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4.2 Experiments

Having the above two setups, experiments were designed in order to

calibrate the transceiver to meet certain performance metrics in order to reduce

the interference within BLE channels. The performance metrics focussed on

are the following:

• PER which is aimed to be less 30.8% (which corresponds to 1% Bit

Error Rate specific for the BLE standard). PER is calculated based on

the statistics collected as follows:

PER =
1� n

good

n
total

⇤ 100 (4.1)

Here, n
good

is number of good packets received and n
total

is total number

of packets which is 2500.

• Carrier to interference (C/I) ratio which is targeted to be less than

�50dBm. C/I is calculated as follows:

C/I = P dBm

desired

� P dBm

interference

(4.2)

where P dBm

desired

in the selectivity setup is set to -67 dBm and P dBm

interference

is

the interference power level at which PER exceeds the 30.8% target.

Having these metrics set, experiments were run under di↵erent settings

in order to evaluate C/I and the level of interference and calibrate the board

to reduce it. Calibration was critical for the Automatic Gain Control (AGC)
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Table 4.3: Setup Experiment Settings

Setting Value
Modulation GFSK (time-bandwidth product of 0.5

and 0.3 and modulation index of 0.5)
Board Clock

Frequency (MHz)
32, 26

Bit Rate (kbps) 250, 500, 1000
Interference

Frequency O↵set
(MHz)

2, 3, 5, 7, 10

AGC Settings 5 di↵erent settings
DC Trim
functions

3 di↵erent functions

value and DC Trim functions at the initialization step of the transceiver which

determine the first estimate of the signal received.

Table 4.3 summarized the settings under which the statistics where run.
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Chapter 5

Results

After explaining in the previous two chapters the two approaches (sim-

ulation and testbed experiments) that are used to evaluate the performance

of standards with coexistence, this chapter displays the results obtained from

these two approaches.

5.1 Simulation

Simulations were run to evaluate coexistence within the three PHY

modes of IEEE 802.15.4g in addition to di↵erent coexistence scenario per-

formances within di↵erent standards. Also the performance of the physical

distance separation mechanism discussed in Chapter 4 is evaluated.

5.1.1 Coexistence within the three PHY modes of IEEE 802.15.4g

Given the three di↵erent PHY layer designs within IEEE 802.15.4g

explained in Chapter 2, Figs. 5.1a and 5.1b display BER and FER plots of

these physical layer modes based on the parameters in Table 5.1.
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(a) BER for IEEE 802.15.4g PHY Modes

(b) FER for IEEE 802.15.4g PHY Modes

Figure 5.1: BER and FER for IEEE 802.15.4g PHY Modes
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Table 5.1: IEEE 802.15.4g Physical Layer Modes

PHY MR-FSK MR-OFDM MR-OQPSK

RX Bandwidth (kHz) 200 200 2000

TX Power (dBm) 0 0 0

Frame Length (octets) 250 20 20

RX Sensitivity (dBm) -90 -100 -90

PHY Mode 500kbps FSK 200kbps QPSK 500kbps O-QPSK
CC R

FEC

=0.5 CC R
FEC

=0.5 (8,4) DSSS

5.1.2 Coexistence Scenario (I): IEEE 802.15.4g and 802.11ah

In this coexistence scenario, IEEE 802.15.4g has a transmitter interfer-

ing with the intended communication between an IEEE 802.11ah transmitter

and receiver. The joint parameters of the transmitters and receivers of the

interferer and victim are given by Table 5.2.

Table 5.2: Interferer IEEE 802.15.4g Parameters

TX transmit power (dBm) 0
RX bandwidth (kHz) 200

The BER and FER plots are given in Fig. 5.2. Also, given in Figs. 5.3a

and 5.3b, for FER of 1%, a distance of about 11 m is required to separate the

interfering transmitter of IEEE 802.15.4g FSK from the victim receiver IEEE

802.11ah and a distance of 8.5 to 9.5m is required to separate the interfering
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transmitter of IEEE 802.15.4g OQPSK from the victim receiver IEEE 802.11ah

based on parameters in Table 5.3.

Figure 5.2: BER (shaded markers) and FER (unshaded markers) vs. SNR for
802.11ah victim in the presence of 802.15.4g interferer

Table 5.3: Interferer IEEE 802.15.4g OQPSK Parameters

TX transmit power (dBm) 0
RX bandwidth (kHz) 2000
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(a) FER vs. distance between 802.15.4g FSK (interferer) and the physical
layer modes of 802.11ah victim receiver

(b) FER vs. distance between 802.15.4g OQPSK (interferer) and the phys-
ical layer modes of 802.11ah victim receiver

Figure 5.3: FER vs. distance between IEEE 802.15.4g interferer and physical
layer modes of 802.11ah victim receiver
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For a larger distance, path loss and interferer received power at the

victim receiver are plotted vs. interferer-to-victim distance for IEEE 802.15.4g

OQPSK in Fig. 5.4.

Figure 5.4: Victim Rx received power from 802.15.4g OFDM interferer TX vs.
distance between victim Rx and interferer Tx

Since the receiver sensitivity for IEEE 802.15.4g is -120dB (-90dBm),

this corresponds to a distance separation of 9.7m. For OFDM, the sensitivity

is -130dB which corresponds to 16.6m. As for OQPSK, the receiver sensitiv-

ity is -130dB (-100dBm) which corresponds to a distance separation of 16.9m

as shown in Fig. 5.4. This allows us to better estimate the distance separa-

tion needed between IEEE 802.15.4g tranceivers that interfere with the victim
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IEEE 802.11ah receiver.

5.1.3 Coexistence Scenario (II): IEEE 802.15.4g and 802.11

IEEE 802 systems (such as 802.11b/g , 802.11n, 802.15, 802.15.3 and

802.15.4) interfere in the communication between an IEEE 802.15.4g transmit-

ter and receiver if all are in the same transmission band. BER and FER plots

are given in Figs. 5.5a and 5.5b respectively. These plots show that for FER

of 1%, a distance of about 22 (FSK) or 33m (OFDM or OQPSK) is required

to separate the interferers transmitter from the victim receiver.

Table 5.4 has the parameters of the IEEE 802 systems used in these

simulations.

Table 5.4: Interferers IEEE 802 Parameters

802.11ah 802.15.4c 802.15.4
TX transmit power (dBm) 0 14 0

RX bandwidth (Hz) 1M 2M 2M

5.1.4 Critical Distance Separation

The distance below which the interferer causes performance degrada-

tion greater than that required by the IEEE 802.11ah and 802.15.4g standards,

in this case 1%, is referred to as the critical distance. In the previous section,

the physical layers of IEEE 802.15.4g are plotted and two scenarios of coex-

istence are studied to establish the critical distance between IEEE 802.15.4g
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(a) BER (shaded markers) and FER (unshaded markers) vs. SNR for
802.15.4g victim in the presence of 802.11 interferers

(b) FER vs. distance between 802.15.4g OQPSK (interferer) and the phys-
ical layer modes of 802.11ah victim receiver

Figure 5.5: BER and FER under di↵erent scenarios
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and IEEE 802.11ah along with other 802.11 systems.

From the figures above we can obtain the critical distance range in Ta-

ble 5.5 which adds IEEE 802.11ah to the table of established critical distances

in [14], [20] and [22].

Table 5.5: Critical Victim - Interferer Distance

Interferer (s) Victim Victim Required d
cri

(m)
FER (1%)

802.15.4g FSK 802.11ah 1 9.7
802.15.4g OFDM 802.11ah 1 16.9
802.15.4g OQPSK 802.11ah 1 16.9

802.11ah 802.15.4g FSK 1 33
and 802.11b/g 802.15.4g OFDM 1 22
and 802.11n 802.15.4g OQPSK 1 22

5.2 Measurement

Using the setups built for evaluating BLE co-channel interference through

calibrating the transceiver, I ran di↵erent experiments. First, I started with

running the BLE desired signal with interference channels at 2, 3, 5, 7, 10 MHz

o↵sets. Going through these runs and trying di↵erent boards, I was able to

narrow down the study to using the 2 and 3 MHz interference o↵sets because

they displayed a more sever performance deterioration than the rest given that

they are closer to the desired frequency of transmission 2.402 GHz. After nar-

rowing down the interference signals that I will use, I moved on to calibrating

the Automatic Gain Control threshold value which is critical for the function-
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ing of the transceiver and to its performance. I tried a range of values for the

AGC threshold value on a set of about 10 boards socketed and soldered which

helped me pick the value that allowed for PER < 30.8% and C/I > �50 dBm.

Since some boards still didn’t perform up to the target specifications of PER

and C/I, I varied other parameters and added calibration at the initialization

of the board to calibrate the DC step. Three trim functions were compared for

this calibration and the one with the best running time and performance was

chosen. Results are summarized in Tables 5.6 and 5.7 similar to those shared

in a poster presented at TWS 2016.

Table 5.6: Sensitivity for BLE GFSK (BT = 0.5, h = 0.5) at 2.404 GHz

Data Rate (kbps) Sensitivity Level (dBm)
1000 -94
500 -98
250 -99

Table 5.7: Selectivity for BLE GFSK (BT = 0.5, h = 0.5) at 2.404 GHz

Interferer Interference
Frequency C/I Ratio (dB) power where

O↵set (MHz) PER > 30.8% (dB)
-3 -54 -13.5
-2 -47 -19.5
3 -47 -19.5
2 -55 -11.5
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Chapter 6

Conclusion

With the growing interest in the Internet of Things, unlicensed fre-

quency bands are becoming congested by an increasing number of wireless

devices governed by di↵erent standards. As a result, the communication per-

formance between transmitters and their intended receivers deteriorates. This

report targets the evaluation of coexistence for selected Wireless Personal Area

Network standards using simulation and experimental approaches. The chal-

lenging aspect of it for me was the testbed portion were I was trying to build

a full system and make sure it works. I learnt hands-on skills in debugging

hardware using tools such as signal analyzers and logic analyzers, program-

ming two di↵erent instruments for signal vector generation and understanding

software/hardware interactions. Going through the process, I appreciated the

precision, problem-solving and collaboration that is put into testing and cali-

brating a board and I feel contended that the board I worked will be used in

some devices I use everyday.
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